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So your community has just experienced
a major hazardous materials incident...

Senior officials, maybe including
yourself, are debating such issues as
evacuation, shelter-in-place, health
effects, etc.

Suddenly they all turn to you and decide

you will be the spokesperson to get the
information to the community

WHAT’S YOUR FIRST MOVE ??
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Nice Thought !!!
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Things to Remember
about Risk
Communication:

* Risk communication is a
science, not necessarily
an art

e Inthe middle of an
emergency, the rules of
communication change

 To get it right, you must
anticipate, prepare, and
practice
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Scholars define risk communication as a science-based approach for communicating effectively in situations of high stress, high concern or controversy.
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For the communication to work, you must provide people
a sense of:

* Hope

e Self- and community efficacy

o Safety

e Calm

e Connectedness
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Key Point: Public information can:

Save lives and reduce injury.
Protect property and the
environment.

Facilitate the tactical response by
calming fears and managing
expectations.

Educate, inform, and change
behavior and attitudes.

Seek the public’s cooperation.
Instill public confidence.

Provide information to help families

reunite.
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Key Points 
Public information during an incident serves many important functions. It can: 
• Save lives and reduce injury. Knowing the proper protective actions to take enables people to reduce their risk. 
• Protect property and the environment. Understanding how to mitigate risk to property and the environment may lessen the damage inflicted by disasters. 
• Facilitate the tactical response by calming fears and managing expectations. People who know what to expect are more likely to follow instructions and allow responders to do their jobs. 
• Educate, inform, and change behavior and attitudes. An educated public is more likely to prepare for emergencies and be ready when they occur. 
• Seek the public’s cooperation. Whether the need is for volunteers to help with sandbagging, citizens to cooperate with investigators, or residents to evacuate their homes, public information is an instrument that can help make it happen. 
• Instill public confidence. Providing timely, accurate, and understandable information builds confidence in emergency management’s competence. 
• Provide information to help families reunite. Public information about shelter message boards, hotlines, survivor registries, and other linkages can help reunite families and enable them to move forward with their recovery.



Your most important communications
goals will be to do the following:

e Share important information.

 Provide reassurance and say what has
been done. soon as it becomes
available.

E-rpg

e Tell people what they can do. "| know exactly how you feel."
e Answer questions.

e Be empathetic.

 Show sympathy when appropriate.

e Be prepared ahead of time.
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As a municipal leader facing a crisis, your most important communications goals will be to do the following: 
• Share important information. Inform people of the problem and the specific dangers that your community is facing. 
• Provide reassurance and say what has been done. Provide concrete facts and reassure the public that authorities are doing everything possible to collect reliable information and share it as soon as it becomes available. Make sure you coordinate local communication with the national and regional authorities to ensure your information is accurate and you are not providing misleading, confusing, or outdated messages. 
• Tell people what they can do. Provide guidance on actions residents should take to respond to specific challenges. 
• Answer questions. Address your community’s concerns with concrete answers and, if applicable, specific actions they can take. 
• Be empathetic. Show that you care about the situation and understand what is going on. Empathy is the ability to identify with and understand somebody else’s feelings or difficulties. People want to hear how you feel before before they hear what you know. Acknowledge and respond to (in words, gestures, and actions) the emotions people express—such as anxiety, fear, anger, and helplessness. 
• Show sympathy when appropriate. Sympathy is the feeling or expression of pity or sorrow for the pain or distress of somebody else. You can show sympathy for those who are ill or for the families of those that have died. 
• Be prepared ahead of time. Knowing in advance how you will focus your communications efforts will help you stay on track with your most critical goals. Knowing your audience—details about who they are, what they care about most, and why—and having clear communications goals, will help you shape effective key messages. 
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Five communication failures

e Mixed messages

* Information released late

e Paternalistic attitudes

 Not countering rumors and
myths in real time

e Public power struggles
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Five communication failures
• Mixed messages
• Information released late
• Paternalistic attitudes
• Not countering rumors and myths in real time
• Public power struggles
Mixed messages. The public does not want to have to “select” one of many messages to believe and act on. During the mid-1990s, States in the midwest experienced great floods during the spring. Response officials determined that the water treatment facilities in some communities were compromised and that a “boil-water” directive should be issued. A problem developed when multiple response organizations, government and nongovernment, issued directions for boiling water and each of them was different.
Information released late. Following the September 11, 2001, U.S. terrorist attacks, many people wanted advice on whether or not to buy a gas mask and requested information from the
Centers for Disease Control and Prevention (CDC). Three weeks after the attack, CDC had an answer on its website. During the three weeks that CDC took to develop and vet its answer, a number of experts were willing to give an answer—unfortunately it was not the right one. When CDC issued advice to the public not to buy gas masks, the “gas-mask” aisles at local stores were already empty. If you cannot give people what they, need when they need it, others will provide an answer for them. And those “others” may not have the best interests of the public in mind when they offer advice.
Paternalistic attitudes. People want and expect to be provided information that allows them to come to their own conclusions. As a response official, it is insufficient to satisfy one’s own worries with copious bits of information and then state a bottom line message that is unsupported by the currently known facts. As difficult as it may be, help the public to reach the same conclusion by sharing with them what you have learned to reach that conclusion. Treat the public like intelligent adults and they will act like intelligent adults. Treated any other way, they will either turn on officials or behave in ways that seem illogical. Officials are leaders, not parents, for the public. Never tell people “don’t worry.” Tell people what they need to know and allow them to reach the conclusion that they do not need to worry.
Not countering rumors and myths in real-time. During a pneumonic plague outbreak, for example, how successful will an organization’s drug distribution program be if a rumor starts
that there are not enough drugs for everyone? What system is in place to monitor what is being said by the public and the media?
Public power struggles. In an actual event, one state’s governor held a press conference about a public safety crisis at the same time the mayor of the city was holding one on the other side of town. This set the tone for speculation about who was in charge and what was or was not true.


Five communication successes

 Manage reputational risk

 Express empathy

 Show competence and expertise

e Remain honest and open

e Demonstrate accountability and
commitment
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Five communication successes
• Manage reputational risk
• Express empathy
• Show competence and expertise
• Remain honest and open
• Demonstrate accountability and commitment
Manage reputational risk. Management of your organization’s reputational risk is more critical than ever because of an increasing lack of confidence by the general public; shifting cultural norms; and new, faster communication technologies. Changes forcing this rethinking include the global explosion of information access, the emergence of a victim culture, a decline in the understanding and reputation of science, and the increase of advocacy groups.
Express empathy. Research shows that an expression of empathy should be given in the first 30 seconds of starting to communicate. The audience is wondering whether the response official understands that they are frightened, anxious, confused, or angry. If the official doesn’t articulate what the audience or listeners are feeling in the moment, their minds will be consumed with the question: “do they get it” and they will not hear a thing the officials are saying.
Show competence and expertise. If an official has a title and is part of the response to a crisis, the public will assume they are competent until something occurs to indicate otherwise. Education, position title, or organizational roles and missions are quick ways to indicate expertise. Previous experience and demonstrated abilities in the current situation enhance the perception of competence. Another useful tool to build trust is to have established a relationship with the audience in advance of the emergency. If that is not possible, seek a third party, who has the confidence of the audience and expresses confidence in the response organization.
Remain honest and open. According to recent research, conducted by CDC, communities believe that the U.S. government withholds information. Officials should strive to treat people
as they would like to be treated. It is inappropriate to withhold information based on a well-meaning but misguided desire to protect people or to avoid a bigger problem. The motives may be noble, but the outcome could be the opposite.
Demonstrate Accountability and commitment. For most people, accountability literally means “keeping the books open.” If government or non-profit money is being spent in the response to a disaster, sooner or later the public and media will demand to know to whom that money or those resources are being distributed. Anticipate the questions and have the mechanisms in place to be as transparent as possible, perhaps keeping an accounting on an Internet site related to the disaster and updating it weekly or monthly as appropriate. To achieve the appropriate degree of openness and empathy requires written policies that are practiced during exercises, and have full commitment from the highest organizational leadership and are modeled during non-crisis situations.
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To keep it simple, follow the Rule of 3 Template
e Everything in Threes
 Three key messages
* Repeat messages three times
 Key messages supported by three supporting messages of
three credible sources
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For Example

What is meant by sheltering in place

during a HAZMAT emergency?

 Key Message 1: Sheltering in place
is a protective action which includes
going indoors at your current
location.

 Key Message 2: People may be
asked to shelter in place rather than
evacuate.

 Key Message 3: Staying indoors for
a short time can protect people
from exposure to materials.

6/14/2018

“Down here the three important times are lunch time,
break time, and shelter-in-place time."
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Example of Staying on Message

At the beginning of
your discussion/
press conference/
interview, say:

“l want to begin by saying that... there are things people can do to keep
the disease from spreading. They can wash their hands frequently; cover
their sneeze or cough; if they are sick, wear a mask around others; and
avoid public gatherings.”

Sometime later say:

“As | said a moment ago... there are precautions people should take to
stay healthy. They should wash their hands frequently; cover their sneeze
or cough; if they are sick, wear a mask around others; and avoid public
gatherings.”

When you answer a
question say;

“That’s an important question, but before | answer it | want to stress again
that... people can take a number of specific steps to help in this time of

crisis. They can wash their hands frequently; cover their sneeze or cough;
if they are sick, wear a mask around others; and avoid public gatherings.”

At the end say:

“Before | close, | want to remind everyone... to take the recommended
precautions. Wash your hands frequently. Cover your sneeze and cough.
If you are sick, wear a mask around others. And remember to avoid public
gatherings where the disease can spread easily.”

From the World Health Organization,
“FUNDAMENTALS OF COMMUNICATION DURING CRISES AND EMERGENCIES”
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Choosing the Spokesperson

Qualification To be effective, a spokesperson must:

e Be perceived as highly credible by the public

e Be able to be flexible while staying on message

e Possess excellent communication skills

 Possess relevant technical knowledge about the specific
crisis, its dynamics, and how it is being managed
e Be someone of sufficient authority to be accepted as

speaking for the company

 Be able to express technical knowledge in a way that can

be understood by the average person
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Choosing the Spokesperson (cont)

Qualification To be effective, a spokesperson must:

 Be able to respond to sensitive questions

* Be resourceful and a quick learner

 Be able to make decisions regarding on the spot
media responses

 Be able to work well under pressure

 Be able to accept constructive feedback

 Be able to recognize limitations of authority to
speak and when to defer

 Be able to reflect appropriate tone for audience
and crisis needs
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During any crisis, your message should utilize the STARCC

Principle:

 Simple—Frightened people don’t want to hear big words

e Timely—Frightened people want information NOW

 Accurate—Frightened people won’t get nuances, so give it
straight

 Relevant—Answer their questions and give action steps

 Credible—Empathy and openness are key to credibility

e Consistent—The slightest change in the message is
upsetting and dissected by all

Everything should be made
as simple as possible,
but not simpler.

Albert Einstein
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The EPA's Seven Cardinal Rules of Risk Communication
(Adapted by Dr. Vincent T. Covello from the 1988 EPA Seven Cardinal Rules of Risk
Communication)
Rule 1. Accept and involve the public as a legitimate partner.
Two basic tenets of risk communication in a democracy are generally understood
and accepted. First, people and communities have a right to participate in decisions
that affect their lives, their property, and the things they value. Second, the goal of
risk communication should not be to diffuse public concerns or avoid action. The goal
should be to produce an informed public that is involved, interested, reasonable,
thoughtful, solution-oriented, and collaborative.
Guidelines: Demonstrate respect for the public by involving the community early,
before important decisions are made. Clarify that decisions about risks will be
based not only on the magnitude of the risk but on factors of concern to the
public. Involve all parties that have an interest or a stake in the particular risk in
question. Adhere to highest moral and ethical standards: recognize that people
hold you accountable.
Rule 2. Listen to the audience.
People are often more concerned about issues such as trust, credibility, control,
benefits, competence, voluntariness, fairness, empathy, caring, courtesy, and
compassion than about mortality statistics and the details of quantitative risk
assessment. If people feel or perceive that they are not being heard, they cannot be
expected to listen. Effective risk communication is a two- way activity.
Guidelines: Do not make assumptions about what people know, think or want
done about risks. Take the time to find out what people are thinking: use
techniques such as interviews, facilitated discussion groups, advisory groups,
toll-free numbers, and surveys. Let all parties that have an interest or a stake in
the issue be heard. Identify with your audience and try to put yourself in their
place. Recognize people's emotions. Let people know that what they said has
been understood, addressing their concerns as well as yours. Recognize the
"hidden agendas," symbolic meanings, and broader social, cultural, economic or
political considerations that often underlie and complicate the task of risk
communication.
Rule 3. Be honest, frank, and open.
Before a risk communication can be accepted, the messenger must be perceived as
trustworthy and credible. Therefore, the first goal of risk communication is to
establish trust and credibility. Trust and credibility judgments are resistant to change
once made. Short-term judgments of trust and credibility are based largely on verbal
and nonverbal communications. Long term judgments of trust and credibility are
based largely on actions and performance. In communicating risk information, trust
and credibility are a spokesperson's most precious assets. Trust and credibility are
difficult to obtain. Once lost they are almost impossible to regain.
Guidelines: State credentials; but do not ask or expect to be trusted by the public.
If an answer is unknown or uncertain, express willingness to get back to the
questioner with answers. Make corrections if errors are made. Disclose risk
information as soon as possible (emphasizing appropriate reservations about
reliability). Do not minimize or exaggerate the level of risk. Speculate only with
great caution. If in doubt, lean toward sharing more information, not less - or
people may think something significant is being hidden. Discuss data
uncertainties, strengths and weaknesses - including the ones identified by other
credible sources. Identify worst-case estimates as such, and cite ranges of risk
estimates when appropriate.
Rule 4. Coordinate and collaborate with other credible sources
Allies can be effective in helping communicate risk information. Few things make risk
communication more difficult than conflicts or public disagreements with other
credible sources.
Guidelines: Take time to coordinate all inter-organizational and intraorganizational
communications. Devote effort and resources to the slow, hard
work of building bridges, partnerships, and alliances with other organizations.
Use credible and authoritative intermediaries. Consult with others to determine
who is best able to answer questions about risk. Try to issue communications
jointly with other trustworthy sources such as credible university scientists,
physicians, citizen advisory groups, trusted local officials, and national or local
opinion leaders.
Rule 5. Meet the needs of the media.
The media are a prime transmitter of information on risks. They play a critical role in
setting agendas and in determining outcomes. The media are generally more
interested in politics than in risk; more interested in simplicity than in complexity; and
more interested in wrongdoing, blame and danger than in safety.
Guidelines: Be open with and accessible to reporters. Respect their deadlines.
Provide information tailored to the needs of each type of media, such as sound
bites, graphics and other visual aids for television. Agree with the reporter in
advance about the specific topic of the interview; stick to the topic in the
interview. Prepare a limited number of positive key messages in advance and
repeat the messages several times during the interview. Provide background
material on complex risk issues. Do not speculate. Say only those things that you
are willing to have repeated: everything you say in an interview is on the record.
Keep interviews short.
Follow up on stories with praise or criticism, as warranted. Try to establish longterm
relationships of trust with specific editors and reporters.
Rule 6. Speak clearly and with compassion.
Technical language and jargon are useful as professional shorthand. But they are
barriers to successful communication with the public. In low trust, high concern
situations, empathy and caring often carry more weight than numbers and technical
facts.
Guidelines: Use clear, nontechnical language. Be sensitive to local norms, such
as speech and dress. Strive for brevity, but respect people's information needs
and offer to provide more information. Use graphics and other pictorial material to
clarify messages. Personalize risk data: use stories, examples, and anecdotes
that make technical data come alive. Avoid distant, abstract, unfeeling language
about deaths, injuries and illnesses. Acknowledge and respond (both in words
and with actions) to emotions that people express, such as anxiety, fear, anger,
outrage, and helplessness. Acknowledge and respond to the distinctions that the
public views as important in evaluating risks. Use risk comparisons to help put
risks in perspective; but avoid comparisons that ignore distinctions that people
consider important. Always try to include a discussion of actions that are under
way or can be taken. Promise only that which can be delivered, and follow
through. Acknowledge, and say, that any illness injury or death is a tragedy and
to be avoided.
Rule 7. Plan carefully and evaluate performance.
Different goals, audiences, and media require different risk communication
strategies. Risk communication will be successful only if carefully planned and
evaluated.
Guidelines: Begin with clear, explicit objectives - such as providing information to
the public, providing reassurance, encouraging protective action and behavior
change, stimulating emergency response, or involving stakeholders in dialogue
and joint problem solving. Evaluate technical information about risks and know its
strengths and weaknesses. Identify important stakeholders and subgroups within
the audience. Aim communications at specific stakeholders and subgroups in the
audience. Recruit spokespersons with effective presentation and human
interaction skills. Train staff - including technical staff - in communication skills:
recognize and reward outstanding performance. Pretest messages. Carefully
evaluate efforts and learn from mistakes.
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The EPA's Seven Cardinal Rules of Risk Communication

 Rule 1. Accept and involve the public as a legitimate partner.

e Rule 2. Listen to the audience.

 Rule 3. Be honest, frank, and open.

 Rule 4. Coordinate and collaborate with other credible sources
 Rule 5. Meet the needs of the media.

 Rule 6. Speak clearly and with compassion.

 Rule 7. Plan carefully and evaluate performance.
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“You make a good point; we both hate the cat. I'm just

not sure what it is you’d bring to a partnership.”
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The EPA's Seven Cardinal Rules of Risk Communication
(Adapted by Dr. Vincent T. Covello from the 1988 EPA Seven Cardinal Rules of Risk
Communication)
Rule 1. Accept and involve the public as a legitimate partner.
Two basic tenets of risk communication in a democracy are generally understood
and accepted. First, people and communities have a right to participate in decisions
that affect their lives, their property, and the things they value. Second, the goal of
risk communication should not be to diffuse public concerns or avoid action. The goal
should be to produce an informed public that is involved, interested, reasonable,
thoughtful, solution-oriented, and collaborative.
Guidelines: Demonstrate respect for the public by involving the community early,
before important decisions are made. Clarify that decisions about risks will be
based not only on the magnitude of the risk but on factors of concern to the
public. Involve all parties that have an interest or a stake in the particular risk in
question. Adhere to highest moral and ethical standards: recognize that people
hold you accountable.
Rule 2. Listen to the audience.
People are often more concerned about issues such as trust, credibility, control,
benefits, competence, voluntariness, fairness, empathy, caring, courtesy, and
compassion than about mortality statistics and the details of quantitative risk
assessment. If people feel or perceive that they are not being heard, they cannot be
expected to listen. Effective risk communication is a two- way activity.
Guidelines: Do not make assumptions about what people know, think or want
done about risks. Take the time to find out what people are thinking: use
techniques such as interviews, facilitated discussion groups, advisory groups,
toll-free numbers, and surveys. Let all parties that have an interest or a stake in
the issue be heard. Identify with your audience and try to put yourself in their
place. Recognize people's emotions. Let people know that what they said has
been understood, addressing their concerns as well as yours. Recognize the
"hidden agendas," symbolic meanings, and broader social, cultural, economic or
political considerations that often underlie and complicate the task of risk
communication.
Rule 3. Be honest, frank, and open.
Before a risk communication can be accepted, the messenger must be perceived as
trustworthy and credible. Therefore, the first goal of risk communication is to
establish trust and credibility. Trust and credibility judgments are resistant to change
once made. Short-term judgments of trust and credibility are based largely on verbal
and nonverbal communications. Long term judgments of trust and credibility are
based largely on actions and performance. In communicating risk information, trust
and credibility are a spokesperson's most precious assets. Trust and credibility are
difficult to obtain. Once lost they are almost impossible to regain.
Guidelines: State credentials; but do not ask or expect to be trusted by the public.
If an answer is unknown or uncertain, express willingness to get back to the
questioner with answers. Make corrections if errors are made. Disclose risk
information as soon as possible (emphasizing appropriate reservations about
reliability). Do not minimize or exaggerate the level of risk. Speculate only with
great caution. If in doubt, lean toward sharing more information, not less - or
people may think something significant is being hidden. Discuss data
uncertainties, strengths and weaknesses - including the ones identified by other
credible sources. Identify worst-case estimates as such, and cite ranges of risk
estimates when appropriate.
Rule 4. Coordinate and collaborate with other credible sources
Allies can be effective in helping communicate risk information. Few things make risk
communication more difficult than conflicts or public disagreements with other
credible sources.
Guidelines: Take time to coordinate all inter-organizational and intraorganizational
communications. Devote effort and resources to the slow, hard
work of building bridges, partnerships, and alliances with other organizations.
Use credible and authoritative intermediaries. Consult with others to determine
who is best able to answer questions about risk. Try to issue communications
jointly with other trustworthy sources such as credible university scientists,
physicians, citizen advisory groups, trusted local officials, and national or local
opinion leaders.
Rule 5. Meet the needs of the media.
The media are a prime transmitter of information on risks. They play a critical role in
setting agendas and in determining outcomes. The media are generally more
interested in politics than in risk; more interested in simplicity than in complexity; and
more interested in wrongdoing, blame and danger than in safety.
Guidelines: Be open with and accessible to reporters. Respect their deadlines.
Provide information tailored to the needs of each type of media, such as sound
bites, graphics and other visual aids for television. Agree with the reporter in
advance about the specific topic of the interview; stick to the topic in the
interview. Prepare a limited number of positive key messages in advance and
repeat the messages several times during the interview. Provide background
material on complex risk issues. Do not speculate. Say only those things that you
are willing to have repeated: everything you say in an interview is on the record.
Keep interviews short.
Follow up on stories with praise or criticism, as warranted. Try to establish longterm
relationships of trust with specific editors and reporters.
Rule 6. Speak clearly and with compassion.
Technical language and jargon are useful as professional shorthand. But they are
barriers to successful communication with the public. In low trust, high concern
situations, empathy and caring often carry more weight than numbers and technical
facts.
Guidelines: Use clear, nontechnical language. Be sensitive to local norms, such
as speech and dress. Strive for brevity, but respect people's information needs
and offer to provide more information. Use graphics and other pictorial material to
clarify messages. Personalize risk data: use stories, examples, and anecdotes
that make technical data come alive. Avoid distant, abstract, unfeeling language
about deaths, injuries and illnesses. Acknowledge and respond (both in words
and with actions) to emotions that people express, such as anxiety, fear, anger,
outrage, and helplessness. Acknowledge and respond to the distinctions that the
public views as important in evaluating risks. Use risk comparisons to help put
risks in perspective; but avoid comparisons that ignore distinctions that people
consider important. Always try to include a discussion of actions that are under
way or can be taken. Promise only that which can be delivered, and follow
through. Acknowledge, and say, that any illness injury or death is a tragedy and
to be avoided.
Rule 7. Plan carefully and evaluate performance.
Different goals, audiences, and media require different risk communication
strategies. Risk communication will be successful only if carefully planned and
evaluated.
Guidelines: Begin with clear, explicit objectives - such as providing information to
the public, providing reassurance, encouraging protective action and behavior
change, stimulating emergency response, or involving stakeholders in dialogue
and joint problem solving. Evaluate technical information about risks and know its
strengths and weaknesses. Identify important stakeholders and subgroups within
the audience. Aim communications at specific stakeholders and subgroups in the
audience. Recruit spokespersons with effective presentation and human
interaction skills. Train staff - including technical staff - in communication skills:
recognize and reward outstanding performance. Pretest messages. Carefully
evaluate efforts and learn from mistakes.
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UNDERSTANDING TARGET AUDIENCES AND THEIR CONCERNS What they will
want to know first

Public News Media Other Stakeholders
(Businesses, NGOs,
Religious Organizations)

* How will my group be

[ ] 7 ° ?
Am | safe” What happened- affected?
 What resources will we
o Is my family safe? * Has it been contained? have to mobilize to ensure

the safety of our members?

 Whatis our role in the
« Whois in charge? overall response and how
will it impact our group?

* What have you found that
may affect me?

 What can | do to protect * Are people in need being
myself and my family? helped?

 Who/what caused this?  What can we expect?

e Canyou fix it?  What should we do?

Risk Communication in Action The Risk Communication Workbook, EPA
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77 Questions Commonly Asked by Journalists during a Crisis
(Courtesy of Dr. Vince Covello, Center for Risk Communication)
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What is your name and title?

What are you job responsibilities?

What are your qualifications?

Can you tell us what happened?

When did it happen?

Where did it happen?

Who was harmed?

How many people were harmed?

Are those that were harmed getting help?

. How certain are you about this information?

. How are those who were harmed getting help?

. Is the situation under control?

. How certain are you that the situation is under control?
. Is there any immediate danger?

. What is being done in response to what happened?

. Who is in charge?

. What can we expect next?

. What are you advising people to do?

. How long will it be before the situation returns to normal?
. What help has been requested or offered from others?

21.
22.
23.
24,
25.
26.
27.
28.
29.
30.
31.
32.
33.
34.
35.
36.
37.
38.
39.
40.

What responses have you received?

Can you be specific about the types of harm that occurred?
What are the names of those that were harmed?

Can we talk to them?

How much damage occurred?

What other damage may have occurred?

How certain are you about damages?

How much damage do you expect?

What are you doing now?

Who else is involved in the response?

Why did this happen?

What was the cause?

Did you have any forewarning that this might happen?
Why wasn’t this prevented from happening?

What else can go wrong?

If you are not sure of the cause, what is your best guess?
Who caused this to happen?

Who is to blame?

Could this have been avoided?

Do you think those involved handled the situation well enough?

6/14/2018

Page 18




[

LEPC

S988S. . safety in knowledge”

77 Questions Commonly Asked by Journalists during a Crisis (cont)
(Courtesy of Dr. Vince Covello, Center for Risk Communication)

41.
42.
43.
44,
45.
46.
47.
48.
49.
50.
51.
52.
53.
54.
55.
56.
57.
58.
59.
60.

When did your response to this begin?

When were you notified that something had happened?
Who is conducting the investigation?

What are you going to do after the investigation?

What have you found out so far?

Why was more not done to prevent this from happening?
What is your personal opinion?

What are you telling your own family?

Are all those involved in agreement?

Are people over reacting?

Which laws are applicable?

Has anyone broken the law?

How certain are you about whether laws have been broken?
Has anyone made mistakes?

How certain are you that mistakes have not been made?
Have you told us everything you know?

What are you not telling us?

What effects will this have on the people involved?

What precautionary measures were taken?

Do you accept responsibility for what happened?

61.
62.
63.
64.
65.

66.
67.

68.
69.

70.
71.
72.
73.
74.
75.
76.
77.

Has this ever happened before?

Can this happen elsewhere?

What is the worst case scenario?

What lessons were learned?

Were those lessons implemented? Are they being implemented
now?

What can be done to prevent this from happening again?

What would you like to say to those who have been harmed and
to their families?

Is there any continuing danger?

Are people out of danger? Are people safe? Will there be
inconvenience to employees or to the public?

How much will all this cost?

Are you able and willing to pay the costs?

Who else will pay the costs?

When will we find out more?

What steps need to be taken to avoid a similar event?

Have these steps already been taken? If not, why not?

Why should we trust you?

What does this all mean
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—
S988S. . safety in knowledge”

Checking Yourself after You talk to the Public (Courtesy of Dr.
Vince Covello, Center for Risk Communication)

Y/N

e Did you present information in a clear manner?

e Did you present information that can easily be understood by the audience?

e Were your sentences short (for example, 10-12 words on average)?

* Did you avoid the use of jargon, acronyms, or technical language that would not be understood
by your target audience?

e Did you focus on no more than three to five key messages or pieces of information at a time?

e Did you state your three to give key messages briefly (for example, in less than 27 to 30
words)?

* Did you repeat your key messages several times?

* Did you provide the most important messages first and last?

 When presented with a question for which you did not know the answer, did you say, “I wish |
could answer that” followed by 3-4 messages of what you do know?

e Did you provide first, what you know, second, what you don’t know, and third, what you are
doing to fill the knowledge gap?
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—
S988S. . safety in knowledge”

Checking Yourself after You talk to the Public (cont) (Courtesy

. . L Y/N
of Dr. Vince Covello, Center for Risk Communication)

e Did you engage in active listening?

e Did you avoid attacking anyone perceived to have higher credibility than you with your target
audience?

e Did you cite at least three to four credible third parties that support your message?

* Did you avoid going beyond the bounds of your knowledge or responsibilities (for example, by
speaking for others)? Did you “stay in lane.”

e Did you acknowledge uncertainty and the legitimacy of emotions?

e Did you avoid offering inappropriate risk comparisons?

e Did you avoid using inappropriate humor?

e Did you avoid repeating false allegations or strong negative words?

* Did you avoid using unnecessary negatives (for example, no, not, never, nothing, none)?

e Did you avoid saying “no comment” or the equivalent to a question?
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S988S. . safety in knowledge”

Checking Yourself after You talk to the Public (cont) (Courtesy
of Dr. Vince Covello, Center for Risk Communication)

Y/N

e Did you avoid using unqualified or unnecessary absolutes, e.g., words, statements, or promises
“never,” “always,” “all,” “every,” etc.)?

”n «u | n «u
’

e Did you avoid providing assurances or making promises that go beyond the facts, are untrue, or
cannot be supported?

e Did you provide information that gives people a sense of control, such as things to do?

e Were you sensitive to nonverbal communication (e.g., eyes, hands, posture, dress, and voice)
and aware of its effect on your messaging?

* Were you calm, composed, and respectful, even if others were not?

* Did you provide a reasonable explanation for why you could not provide an answer to a
guestion?

* Did you support your message with visual aids such as graphics, analogies, or stories?

* Did you offer to follow up and assist the questioner in getting information related to the
guestion you could not answer?

e Did you provide information about where the questioner can find credible information related
to the topic of inquiry?

 When responding to high concern, perceived loss, or perceived threat, did you express
authentic compassion, caring, conviction, commitment, and optimism?
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So in Summary:

You’re the
Spokesperson—
What You Need to

Know

Build Trust and Credibility by Expressing:
e Empathy and caring.

e Competence and expertise.

e Honesty and openness.

e Commitment and dedication.

Top Tips:

 Don’t over-reassure.

 Acknowledge uncertainty.

e Express wishes (“l wish | had answers”).

e Explain the process in place to find answers.
 Acknowledge people’s fear.

e Give people things to do.

* Ask more of people (share risk).
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So in Summary:

You’re the

Spokesperson—What Prepare to Answer These Questions:
You Need to Know

e Are my family and | safe?

e What can | do to protect myself and my
family?

e Whois in charge here?

e What can we expect?

 Why did this happen?

e Were you forewarned?

e Why wasn’t this prevented?

e What else can go wrong?

e When did you begin working on this?

 What does this information mean?
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So in Summary:

You're the
Spokesperson—
What You Need to
Know

As a Spokesperson:

Know your organization’s
policies.

Stay within the scope of
responsibilities.

Tell the truth. Be transparent.

Embody your agency’s identify.

Stay on Message:

e “What’s important is to remember...”

 “l can’t answer that question, but I can tell you...”
o “Before | forget, | want to tell you...”

e “Let me put that in perspective...”

CONSISTENT MESSAGES ARE VITAL
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So in Summary:

You’re the Spokesperson—
What You Need to Know
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Communication:

e Be First.

* Be Right.

 Be Credible.

e Express Empathy.
 Promote Action.
 Show Respect.

Always adhere to the six principles of Crisis and Emergency Risk
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Presenter
Presentation Notes
And, finally always adhere to the six principles of CERC:
Be First. If the information is yours to provide by organizational authority—do so as soon as possible. If you can’t provide the information, then explain how you are working to get it.
Be Right. Give facts in increments. Tell people what you know when you know it, tell them what you don’t know, and tell them if you will know relevant information later.
Be Credible. Tell the truth. Do not withhold to avoid embarrassment or the possible “panic” that seldom happens. Uncertainty is worse than not knowing. Remember, rumors are more damaging than hard truths. 
Express Empathy. Acknowledge in words what people are feeling—it builds trust.
Promote Action. Give people things to do. It calms anxiety and helps restore order.
Show Respect: Treat people the way you want to be treated, even when hard decisions must be communicated.
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